NAVY NIC IP REGISTRATION HELP 

All IP registration requests are submitted directly to the Navy NIC.  

You may address questions to HELP@NNIC.NAVY.MIL or you may call the NAVY NIC Help Desk at 1-800-451-5419 ext. 27633   7AM - 6PM EST or

               1-800-451-5419 ext. 0 After Hours -- Reference 'Navy NIC Help' for assistance.

IP Registrations will be processed within five working days of receipt unless there are problems with the data provided. 

MANDATORY FIELDS ARE IN RED.

1. Network Information Section

Action Type:  NEW, MODIFY, DELETE, or REASSIGN 

· NEW indicates a NEW IP registration. 

· MODIFY allows information on a specific IP address to be edited in any way 

or allows reverse lookup/in-addr to be established.

· DELETE indicates that the IP address can be returned to the Navy NIC.

· REASSIGN allows an IP address to be reassigned for another use.

A reassign can only be accomplished with prior approval by the Navy NIC personnel. If an IP address is no longer being utilized by the organization to which it was originally assigned, IT MUST BE RETURNED TO THE NAVY NIC.  An IP address that is utilized on NIPRNET CANNOT be moved over to the SIPRNET.  You must turn in the IP address to the Navy NIC and request for a new IP address to be utilized on SIPRNET.

Network Name:  

The NETWORK NAME (up to 30 characters) describes what the purpose of the IP address will be utilized for. Examples:  JMCIS, ADNS, SED, SNAP, UED, E-MAIL. An example of SPAWAR.NAVY.MIL is NOT a valid network name and should only be used when applying for a domain name. 

Class of Network:  

The CLASS OF NETWORK can be either a CLASS C address or a CLASS B address.

· 1 IP Address = 1 Host (Examples of a host:  work station, printer, router, etc.)

· 1 Class C Address = 256 IP Addresses

· 1 Class B Address = 256 Class C Addresses

Number of Network Blocks Requested:  

The NUMBER OF NETWORK BLOCKS REQUESTED indicates how many class C or class B addresses the command is requesting.  Special Case:  If you are requesting for SATCOM IP addresses ALWAYS list 4.
Type of Network:  

The TYPE OF NETWORK indicates the network the command is connecting to.  The following are the options available:

· Routeable -- Unclassified -- NIPRNET

· Routeable -- Unclassified -- SMARTLINK

· Routeable -- Classified -- SIPRNET

· Unrouteable – SATCOM  * Afloat Only *

· Unrouteable -- LOS/ELOS * Afloat Only *

· Unrouteable – STEP * Afloat Only *

Metropolitan Area Network Connecting To:   * Shore Only*
The METROPOLITAN AREA NETWORK CONNECTING TO states if the command will be connecting into a metropolitan area network (MAN) before accessing NIPRNET, SMARTLINK, or SIPRNET.  Examples:
· TIDEWATER Metropolitan Area Network/Hampton Roads Enterprise Network (TIDEWATER MAN/HREN)

· Commander North East Region (CNER)

· Commander North West Region (CNWR)

· Oahu Base Area Network (OBAN)

· Japan Regional Base Area Network (JRBAN)

Expected Date of Connection:  

The EXPECTED DATE OF CONNECTION (Month/Day/Year) is the date the command expects to connect to NIPRNET, SMARTLINK, or SIPRNET.

Service or Agency:
The SERVICE OR AGENCY indicates that the command requesting an IP address is either NAVY or MARINE CORPS. 

2. Organization Information Section

Organization Name:
The ORGANIZATION NAME is the name of the command that will be utilizing the class C or class B address.  
· For ships, please list ship name without USS.  
· Example: NIMITZ not USS NIMITZ.

Hull Number: * Afloat Only *
The HULL NUMBER is a pull down list to allow the afloat unit to select their appropriate hull number.  Examples:

· CVN68 for Nimitz

· CCG/CCDG/CDS for Commander Carrier Groups/Commander Cruiser Destroyer Groups/ Commander Destroyer Squadrons
· ECRNOC for NCTAMS EURCENT’s Network Operations Center
· EXERCISE for afloat units that need a temporary network for an exercise or testing
· IORNOC for NCTS Bahrain’s Network Operations Center
· JRNOC for Japan’s Regional Network Operations Center
· MALS for Marine Aviation Logistics Squadrons
· MEU for Marine Expeditionary Units
· MICFAC/MAST/MOCC for Mobile Integrated Command Facilities, Mobile Ashore Support Terminals, and Mobile Operations Control Centers
· PRNOC for NCTAMS PACIFIC’s Network Operations Center
· UARNOC for NCTAMS LANT Det Hampton Roads’ Network Operations Center
Address Line 1: 
The ADDRESS LINE 1 is the mailing address for the organization.

· For ships, please list ‘COMMANDING OFFICER’.

Address Line 2: 

The ADDRESS LINE 2 is an additional line for the mailing address.

Address Line 3: 

The ADDRESS LINE 3 is an additional line for the mailing address.

City or APO/FPO: 

The CITY OR APO/FPO is the city or APO/FPO of the organization.

State or APO/FPO Code: 

The STATE OR APO/FPO CODE is the state or APO/FPO code of the organization.

· APO/FPO code: AA, AE, AP

Postal Code: 

The POSTAL CODE is the zip code for the command.
AUTODIN PLAD:

The AUTODIN PLAD is the plain language address for the organization.
3. Technical Contact Section

NNIC Handle for Tech POC: 

The technical contact is the person who tends to the technical aspects of maintaining the IP addresses.  This person may be military personnel, a civil service employee, or a contractor. Please enter the Navy NIC handle of the technical contact.

Each person must be assigned a Navy NIC handle to submit the IP registration requests - the handle consists of the person's last name, first letter of their first name, and first letter of their middle name (if applicable).  If a person does not have a middle name, the handle consists of the person’s last name, first two letters of their first name. If a person’s handle consists of a number at the end, then a handle has already been established previously with a similar last name, first letter of their first name, and first letter of their middle name (if applicable).

4. Administrative Contact Section
NNIC Handle for Admin POC: * Military or Civil Service Employee Only *
The administrative contact is the person who answers administrative and policy questions, and can fill in for the technical contact if absent.  This person may be military personnel, or a civil service employee, but CANNOT be a contractor.  

5. IN-ADDR Server Information Section

Inverse-addressing (IN-ADDR) or reverse lookup is established on a network to support IP address to name mapping. 

Networks are required to have at LEAST TWO independent servers for translating IP addresses to name mapping for hosts in a domain.  The servers should be in physically separate locations and on different networks if possible. In order to establish in-addr/reverse lookup on a network, please make sure that the name servers are in the .MIL domain and that they MUST be registered in the Department of Defense Network Information Center (DoD NIC) WHOIS database located at http://www.nic.mil. This can be accomplished by completing a DISN-HOST-TEMPLATE for each name server.  If your name servers are not established, continue on to the next section since this area is not mandatory. Please note that there is space to add a total of four name servers if desired.

Primary Server Host Name: 

The PRIMARY SERVER HOST NAME is the name of the primary name server that will support in-addr/reverse lookup on the class C or class B address.

Primary Server Netaddress: 

The PRIMARY SERVER NETADDRESS is the IP address of the primary name server that will support in-addr/reverse lookup on the class C or class B address.

Secondary Server Host Name: 

The SECONDARY SERVER HOST NAME is the name of the secondary name server that will support in-addr/reverse lookup on the class C or class B address.

Secondary Server Netaddress: 

The SECONDARY SERVER NETADDRESS is the IP address of the secondary name server that will support in-addr/reverse lookup on the class C or class B address.

Third Server Host Name: 

The THIRD SERVER HOST NAME is the name of the third name server that will support in-addr/reverse lookup on the class C or class B address.

Third Server Netaddress: 

The THIRD SERVER NETADDRESS is the IP address of the third name server that will support in-addr/reverse lookup on the class C or class B address.

Fourth Server Host Name: 

The FOURTH SERVER HOST NAME is the name of the fourth name server that will support in-addr/reverse lookup on the class C or class B address.

Fourth Server Netaddress: 

The FOURTH SERVER NETADDRESS is the IP address of the fourth name server that will support in-addr/reverse lookup on the class C or class B address.

6. Network Utilization Section

Purpose of Network(s): 

The PURPOSE OF NETWORK(S) is the detailed information for what the class C or class B address will be utilized for by the organization.
· The NEW option must have detailed information to justify the utilization of the class C or class B address.

· The MODIFY option must include the class C or class B address in this section to reflect the proper modifications being submitted.

· The DELETE option must include the class C or class B address in this section to reflect which class C or class B address is being returned to the Navy Network Information Center (NNIC).

· The REASSIGN option must include the class C or class B address PLUS the detailed information of why the class C or class B address is being reassigned.

IP Address of the DISA Hub Router this Network is Connecting to:  * Mandatory for Shore Only *
The IP ADDRESS OF THE DISA HUB ROUTER THIS NETWORK IS CONNECTING TO is the IP address of the DoD sponsored network hub router to which the network will connect.  If the network does not connect directly to a hub router then the path to the hub router with the IP address of all intermediate routers will be provided.  If not connecting to the NIPRNET or the SIPRNET, please list the IP address of your network connection point.

IP Addresses of Other Network Connection Points:  
The IP ADDRESSES OF OTHER NETWORK CONNECTION POINTS is the IP address of any other network connection points such as SMARTLINK, DREN, NCINET, etc.

Number of Hosts Initially:

The NUMBER OF HOSTS INITIALLY is the number of hosts (work stations, printers, routers, etc.) that are expected to be established immediately.

Number of Hosts Expected in 6 Months:

The NUMBER OF HOSTS EXPECTED IN 6 MONTHS is the number of hosts (work stations, printers, routers, etc.) that are expected to be established within the next 6 months.

Number of Hosts Expected in One (1) Year:

The NUMBER OF HOSTS EXPECTED IN ONE (1) YEAR is the number of hosts (work stations, printers, routers, etc.) that are expected to be established within the year.
List All Network/IP Addresses Assigned by the NIC/SSC and Describe Their Utilization: 

The LIST ALL NETWORK/IP ADDRESSES ASSIGNED BY THE NIC/SSC AND DESCRIBE THEIR UTILIZATION is the list of all IP addresses, class C addresses, and/or class B addresses assigned to the command by DISA’s Department of Defense Network Information Center (DoD NIC) , by DISA’s SIPRNET Support Center (SSC) and/or by the Navy’s Network Information Center (NNIC).  Please list the utilization for the IP addresses, class C addresses, and/or class B addresses. This should include total number of hosts connected to this network, total number of subnets, and a brief explanation of what the network is being used for. 

(EXAMPLE): Subnet    # of Hosts   Purpose

                           0                  0         Reserved

                           1                30         Command Workstations

                           2                 3          Command Firewalls

Explain Why IP Addresses Cannot Be Obtained from Existing IP space:

The EXPLAIN WHY IP ADDRESSES CANNOT BE OBTAINED FROM EXISTING IP SPACE is the explanation of why current IP addresses assigned to the organization cannot be utilized to support the NEW requirement.

Geographically Separate Locations: 

 The GEOGRAPHICALLY SEPARATE LOCATIONS is for requesting class C or class B addresses for more than one site or location, list the various geographically separate locations that you are requesting the networks for. Requesting for more than one site or location may require separate IP templates to be submitted.

Technical Reason for Not Subnetting: 
The TECHNICAL REASON FOR NOT SUBNETTING is a detailed technical explanation why subnetting cannot be used on the class C or class B address.

* NETWORK TOPOLOGIES ARE REQUIRED FOR SHORE REQUIREMENTS ONLY *
Users requesting IP address space will be required to provide a network topology in   addition to the above information to show planned utilization.  This network topology must identify the DISA hub router to which the network will connect.  If the network does not connect directly to a DISA hub router then the identity of all intermediate routers in the path to the DISA hub router must be provided.   This network topology can be e-mailed to the Navy Network Information Center (NNIC) at netreg@nnic.navy.mil .

Updated and maintained by the Navy Network Information Center (NNIC) SPAWAR SCC Pensacola Office.

